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Abstract of the contribution: This contribution proposes to evaluate the architecture separately for the 5GC delivery and service layer and also propose to agree on principles first.
Discussion
In SA2#140E, S2-2005409 propose a merged architecture using SBI interfaces. When looking at the evolution of solutions for the two architectures, i.e. Sol#2 for Architecture-2, and Sol#3 for Architecture-1 (see below), it turns out that the NFs included in the two architectures are quite aligned as far as the 5GC shared delivery and the 5GC individual delivery are concerned (the architecture captured in A.1 and A.2 of TR 23.757 are not updated accordingly when the solutions are evolved though), and it’s the solutions that make the difference, e.g. SMF and UPF are optional in Sol#2, while they’re mandatory in Sol#3; TMGI is assumed in Sol#2, and HL MC IP address is used as an example to represent a multicast group in Sol#3.
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Therefore, the following is proposed for the architecture related to 5GC shared delivery and 5GC individual delivery:

[Proposal-1] It’s proposed to also capture the architecture related to 5GC shared delivery and 5GC individual delivery using reference points to reflect the actual situation.
[Proposal-2] With the above, it’s also proposed to continue the exercise to agree on solution principles, e.g. 

-
whether join/leave via UP is needed? 
-
is PDU Session mandatory, and whether is it mandatory to associate an MBS Session with a PDU Session?

-
what identifier should be used to represent the MBS Session? Any different identifier for MBS service?

-
Is authorization on application level and/or 5MBS feature level sufficient?
-
Is it appropriate to use PCC rule containing HL MC address and source address for a PDU Session to control MBS traffic?
Regarding the architecture beyond the MB-SMF and MB-UPF (e.g. how MBSF and MBSU are involved), it’s suggested to have a separate discussion, as the discussion may require collaboration with SA4 and SA6.
[Proposal-2] It’s proposed to separate the discussion of MBSF and MBSU from the architecture of 5GC shared/individual delivery during the meeting.
In addition, per SA#89E (SP-200884), broadcast service is in Rel-17 scope, therefore the architecture should take the broadcast service into consideration. 
Proposal

It is proposed to include the following update in TR 23.757.
* * * Start of change, ALL TEXTS ARE NEW* * * 

Annex A:
Architecture alternatives

A.X
Baseline architecture X: 5G MBS system architecture

A.X.1
General

A common illustration using reference points to reflect the evolution of the original architectures as depicted in A.1 and A.2 is proposed. This evolved architecture supports both multicast and broadcast MBS service.
NOTE:
Please note that architectures are typically frameworks with little or no functionality in themselves. Therefore, architectures cannot successfully be evaluated or compared without any solutions. Functionalities need to be added to an architecture e.g. by studying certain use cases and providing solutions that realize these use cases. The description in A.X.2 below therefore contains baseline architecture together with a set of basic solutions.

Editor's note: The functionality described will need to be refined depending on the selected solutions. It is not meant as evaluation criteria that all solution need to fulfil during the evaluation phase. It is not necessary to update the terminology of all solutions to comply with the present baseline architecture. It is anticipated that this will be done for the selected solutions during the normative phase.
A.X.2
Reference Architecture

A.X.2.1
General

Figure A.X.2.1-1 illustrates the 5GS architecture supporting both multicast and broadcast services.
Editor's note: Architecture related to entities beyond MB-SMF and MB-UPF (i.e. entities in the dash lined box), e.g. interaction between MBSF/MBSU and AF are not finalized and is FFS.
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Figure A.X.2.1-1: 5GS Architecture supporting MBS

A.X.2.2
Functional entities

Editor's note: Detailed functionalities depends on the solution evaluation and conclusion. 
Editor's note: Below listed are some example of principles (not an exhaustive list):
-
whether join/leave via UP is needed? 

-
is PDU Session mandatory, and whether is it mandatory to associate an MBS Session with a PDU Session?

-
what identifier should be used to represent the MBS Session? Any different identifier for MBS service?

-
Is authorization on application level sufficient?

-
Is it appropriate to use PCC rule containing HL MC address and source address for a PDU Session to control MBS traffic?
A.X.2
Functional entities

NOTE:
The enhancements of network functions covers commonalities of architecture alternative 1 and 2, and should be further refined based on selected solutions.
Editor’s note: Below info is taken from S2-2005409r17. Exact functionalities depend on the solution evaluation and conclusion




A.X.2.1
PCF

The PCF is used to provide policy rules for MBS services, and receive MBS service information from AF, directly or indirectly. The PCF performs the following functions to support MBS:

-
Support QoS handling for MBS Session, including QoS parameters like 5QI, MBR, GBR

-
Support AF specific priority for 5MBS group member.
-
Provide policy information regarding the MBS session to MB-SMF for authorizing the related QoS profiles.

-
Receive MBS service information.

Editor's note: Exact functionalities depend on the solution evaluation and conclusion. 
A.X.2.2
MB-SMF 

The MB-SMF is used for managing MBS sessions (including QoS control) and the MBS signalling distribution tree, and for control of MBS transport including configuring the MB-UPF. 
Editor's note: Exact functionalities depend on the solution evaluation and conclusion. 
A.X.2.3
MB-UPF

The MB-UPF is used for delivery of MBS flows to RAN (or UPF) and QoS enforcement for MBS services. The MB‑UPF performs the following functions to support MBS:
-
Packet filtering for MBS flows.

-
Distribution of MBS data packets to different RAN nodes (or UPF nodes).

-
Delivery of MBS data packets to RAN via 5GC shared MBS traffic delivery over N3.

-
QoS enforcement (MFBR) and counting/reporting based on existing means.
Editor's note: Exact functionalities depend on the solution evaluation and conclusion. 
A.X.2.4
AMF 
The AMF performs the following functions to support MBS:

-
Selection of MB-SMFs that have MBS capabilities.

-
Signalling with NG-RAN and MB-SMF for managing MBS Sessions and the MBS signalling distribution tree.
Editor's note: Exact functionalities depend on the solution evaluation and conclusion. 
A.X.2.5
NG-RAN

The NG-RAN is used to receive MBS data packets via shared N3 tunnel and deliver MBS data packets to the UEs using PTP or PTM delivery method. The NG-RAN performs the following functions:
-
Management via N2 of MBS QoS flows via N3
-
Reception of MBS data via shared N3 tunnels.

-
Configuration of UE for MBS QoS flow reception at AS layer.

-
Delivery of MBS data using PTM and PTP.

-
Control switching between PTM and PTP delivery per UE.

-
Support for MB Sessions during Xn Handover and N2 Handovers.
Editor's note: Exact functionalities depend on the solution evaluation and conclusion. 
A.X.2.6
UE 

The UE needs to support the MBS operations and receive MBS data packets from NG-RAN. The UE performs the following functions:

-
Reception of multicast data using PTM /PTP.

-
NAS Signalling for joining and leaving MBS sessions.

-
MBS support at AS layer.
Editor's note: Exact functionalities depend on the solution evaluation and conclusion. 
A.X.2.7
AF 
The AF requests MBS service from the 5GC. The AF does so by

-
providing MBS service information.

-
communicating with NEF for MBS related service exposure. 

-
managing MBS session operations towards 5GC.

-
may provide UE specific priority to the PCF.
Editor's note: Exact functionalities depend on the solution evaluation and conclusion.
A.X.2.8
NEF 
The NEF supports 5MBS service exposure by providing an interface to AFs for 5MBS procedures including service provisioning and MBS session and QoS management.
Editor's note: Exact functionalities depend on the solution evaluation and conclusion. 
A.X.2.9
MBSF

The MBSF performs the following functions:

-
Interacting with AF and MB-SMF for MBS session operations, for managing signalling distribution tree and MBS transport.
-
Selection of MB-SMF for MBS Session
-
Controlling MBSU if the MBSU is used.
Editor's note: Exact functionalities depend on the solution evaluation and conclusion. 
A.X.2.10
MBSU

The MBSU performs the following functions:

-
Modification of encoding of MBS data.

-  Media anchor for MBS data traffic if needed.

NOTE: The MBSF and the MBSU may be co-located or deployed separately.
Editor's note: Exact functionalities depend on the solution evaluation and conclusion. 
* * * End of changes * * * 
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